These prompts have been taken from the DMPTool NSF Generic template - https://dmptool.org/.
data is of a sensitive nature - human subject concerns, potential patentability, species/ecological endangerment concerns - that public access is inappropriate, address here the means by which granular control and access will be achieved (e.g. formal consent agreements; anonymizing data; restricted access, only available within a secure network).

Practices governing use of embargos and delayed data release vary widely across the research communities supported by NSF and should be discussed as part of the DMP. For large-scale projects that are supported primarily to generate data for community use, the timing of release will be part of the award terms and conditions and clearly stated in the public award abstracts. NSF recognizes that some classes of data, particularly those that relate to human subjects, education, personally identifiable information, national security, or proprietary interests, may be subject to restrictions. Such restrictions must be described in the DMP and changes addressed in annual and final reports.

Small Business Innovation Research (SBIR)/Small Business Technology Transfer (STTR) proposals and any other proposal may allow for exceptions for proprietary or otherwise restricted data, including but not limited to personally identifiable information, business confidential information, security, among other concerns outlined in section 4.a. of the OSTP memo. Any such data management issues as well as conditions that might affect, delay, or limit data sharing should be discussed in the DMP. Coordination with the Cognizant Program Officer prior to submitting the proposal is also advised.

Consider these questions:

- How will you make the data available? (Include resources needed to make the data available: equipment, systems, expertise, etc.)
- When will you make the data available?
- What is the process for gaining access to the data?
- Will access be chargeable?
- How long will the original data collector/creator/principal investigator retain the right to use the data before making them available for wider distribution?
- Are there any embargo periods for political/commercial/patent reasons? If so, give details.
- Are there ethical and privacy issues? If so, how will these be resolved?
- What have you done to comply with your obligations in your IRB Protocol?
- Who will hold the intellectual property rights to the data and how might this affect data access?

4. Policies for Re-Use & Distribution

Explain how the policies outlined in the previous question can be applied to the re-use and redistribution of your data. Identify who will be allowed to use your data, how they will be allowed to use your data and whether or not they will be allowed to disseminate your data. If you are planning on restricting access, use or dissemination of the data, you must explain in this section how you will codify and communicate these restrictions. Consider the following:

- Will any permission restrictions need to be placed on the data?
- Who is likely to be interested in the data?
- What and who are the intended or foreseeable uses the data?
5. Plans for Archiving & Preservation
Provide a description of your long-term strategy for archiving and preserving the data you plan to generate/use.

Data that underlie the findings reported in a journal article or conference paper should be deposited in accordance with the policies of the publication and according to the procedures laid out in the DMP included in the proposal that led to the award on which the research is based. All data resulting from the research funded by the award, whether or not the data support a publication, should be deposited at the appropriate repository as explained in the DMP. Rarely does NSF expect that retention of all data that are streamed from an instrument or created in the course of an experiment or survey will be required. See your specific directorate or solicitation for details. There are several technical strategies for achieving long-term preservation including redundancy, dark archives, secure data centers, and so on. In general, good practice calls for duplicating the collection at a geographically distinct location and for regular monitoring and format migration, given exigencies of media degradation and format obsolescence.

Consider the following:
- What is the long-term strategy for maintaining, curating and archiving the data?
- Which archive/repository/database have you identified as a place to deposit data?
- What procedures does your intended long-term data storage facility have in place for preservation and backup?
- How long will/should data be kept beyond the life of the project?
- What data will be preserved for the long-term?
- What transformations will be necessary to prepare data for preservation / data sharing?
- What metadata/documentation will be submitted alongside the data or created on deposit/transformation in order to make the data reusable?
- What related information will be deposited?

6. Roles & responsibilities
Explain how the responsibilities regarding the management of your data will be delegated. This should include time allocations, project management of technical aspects, training requirements, and contributions of non-project staff - individuals should be named where possible. Remember that those responsible for long-term decisions about your data will likely be the custodians of the repository/archive you choose to store your data. While the costs associated with your research (and the results of your research) must be specified in the Budget Justification portion of the proposal, you may want to reiterate who will be responsible for funding the management of your data.

Consider the following:
- Outline the staff/organizational roles and responsibilities for implementing this data management plan.
- Who will be responsible for data management and for monitoring the data management plan?
• How will adherence to this data management plan be checked or demonstrated?
• What process is in place for transferring responsibility for the data?
• Who will have responsibility over time for decisions about the data once the original personnel are no longer available?
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